
Risk / Tehlike Envanter
Tanımları
1. Genel Özellikler

Modül Risk Tutanaklarında tespit edilen risklerin tanımlanması amacı ile
oluşturulmuştur. Risk / Tehlike envanteri olarak da adlandırılan bu tanım hem
seçimlerde hem de rapor / analizlerde kullanılmaktadır.

2. Risk / Tehlike Envanter Tanımlarına Giriş

• Sol menüde bulunan iş güvenliği tanımları altında görüntülenir.

Figure 1. Risk Tehlike Envanter Tanımları

3. Risk / Tehlike Envanter Tanımlarının Eklenmesi

• Ana menüde İş Güvenliği Tanımları menüsünde yer alan Risk / Tehlike
Envanter Tanımları üzerine tıklanır.

Daha fazla bilgi için Yönetim menüsünde yer alan İmaj
Galeri Kullanım Kılavuzu nu inceleyebilirsiniz.
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Figure 2. Risk Tehlike Ekleme Ekranı

3.1. Veri Alanları

İsim
Parametre tanımı ilgili en önemli alandır ve zorunludur. Tanımla ilgili tüm
arama işlemleri bu alan üzerinden yapılmaktadır.

Kod
Tüm tanımlarda kayıtları birbirinden ayırabilmek amacıyla tamamen eşsiz
bir alana ihtiyaç duyulmaktadır. Kod alanları her bir kayıt için bir diğerine
benzemeyen karakterlerden oluşmalıdır ve zorunludur. Genel olarak kod
alanları yazılım tarafından otomatik olarak oluşturulmaktadır. Bu sayede
bir kayıttaki kodun diğer bir kayıttaki kod ile benzeşmesi önlenmektedir.
Ancak bazı alanlarda kodlar bakanlıklar veya uluslararası kurumlar tarafından
belirlendiğinden dolayı yazılım bu alanlarda otomatik kod üretmez ( Örnek
Tanı Tanımları ). Kod alanı ilgili tanımın seçim ekranlarında kullanılmaktadır.

Etki/Zarar
Risk / Tehlike Envanter Tanımlarının oluşturabileceği etkiyi veya zararı
belirten alandır.

Daha fazla bilgi için Risk Etki Tanımları Kullanım

Kılavuzu nu inceleyebilirsiniz.

Açıklama
Parametre ile ilgili var ise ek bilgi bu alanda tanımlanmaktadır.

Aktif
Bir kaydın aktif veya pasif olduğunu belirtmek için kullanılır. Aktif kayıtlar
yazılım içinde tanımınızla ilgili seçim ekranlarında gözükürken pasif yapılan
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kayıtlar görüntülenmeyecektir. Fakat parametre tanımı ve rapor alanlarında
aktif veya pasif tüm kayıtlar görüntülenir.

Görsel
Galeride yer alan ilgili tehlike risk resimlerinin seçildiği alandır.

3.2. Kök Risk / Tehlike Envanter Tanım Eklenmesi

• Sol üstte yer alan Yeni Kök Risk Tehlike ye tıklanır.

Figure 3. Risk / Tehlike Envanter Tanımı Ekleme Ekranı

• Açılan sayfada girilmesi zorunlu İsim alanı doldurulur. Diğer alanlar isteğe
bağlı doldurulabilir.

• Sakla düğmesine tıklanarak yeni kök tanım kayıt altına alınır.

Figure 4. Risk / Tehlike Envanter Tanımı Eklendi

• Kaydın başarıyla eklendiğinin bilgilendirmesi yapılır. Sol tarafta liste
menüsünde ekli mevcut tanımlarla birlikte görüntülenir.

3.3. Kök’e Bağlı Risk / Tehlike Envanter Tanımı Eklenmesi

• Listeden, altına eklenmesi istenen Risk / Tehlike Tanımı seçilir.
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Altına Ekleneceği Rimages\Risk_Tehlike\risk_tehlike5.jpg[scaledwidth="100%"]

• Sol üstte yer alan Yeni Risk Tehlike düğmesine tıklanır.

• Açılan sayfada girilmesi zorunlu alanlar doldurulur.

• Diğer alanlar isteğe bağlı doldurulabilir.

• Sakla düğmesine tıklanarak yeni alt tanım kayıt altına alınır.

Figure 5. Alt Risk / Tehlike Envanteri Eklendi

• Kaydın başarıyla eklendiğinin bilgilendirmesi yapılır. Sol tarafta liste
menüsünde ekli mevcut tanımlarla birlikte görüntülenir.

3.4. Eklenen Risk / Tehlike Envanterin Sistemde Kullanıldığı
Bölümler

• Ana menüde İş Güvenliğinin altında yer alan Risk Tutanaklarına tıklanır.

• Açılan sayfada listelenen mevcut bir kayıt açılır.

Mevcut Risk Tutanağınız yoksa oluşturmak için Risk

Tutanakları Kullanım Kılavuzu nu inceleyebilirsiniz.
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Figure 6. Risk Tutanağındaki Uygunsuzlukta Bulunan Risk / Tehlike Envanteri Görüntülendi

• Risk Tutanakları menüsünde yer alan herhangi bir Uygunsuzluk sekmesine
tıklanır. Açılan sayfada görüntülenen tehlike zorunlu alanından Risk /

Tehlike Envanteri tanımları görüntülenir.

Figure 7. Risk / Tehlike Envanter Tanımının Görüntülenmesi
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4. Risk / Tehlike Envanter Tanımlarının Aranması

• Ana menüde İş Güvenliği Tanımları menüsünde yer alan Risk / Tehlike
Envanter Tanımları üzerine tıklanır.

• Açılan ekranda listelenmiş tanımların üzerinde yer alan kutucuğa, ulaşılması
istenen tanımın bir kısmı yazılır ve büyütece tıklanır. Arama sonucu gelen
kaydın üzerine tıklanır.

Figure 8. Örnek Bir Arama Yapılması

5. Risk / Tehlike Envanter Tanımının Düzenlenmesi

• Ana menüde İş Güvenliği Tanımları menüsünde yer alan Risk / Tehlike
Envanter Tanımları üzerine tıklanır.

• Açılan ekranda listelenmiş tanımların üzerinde yer alan kutucuğa, ulaşılması
istenen tanımın bir kısmı yazılır ve büyütece tıklanır. Arama sonucu gelen
kaydın üzerine tıklanır.

• Açılan sayfada ilgili düzeltme yapılarak Sakla düğmesine tıklanır.

Figure 9. Örnek Bir Kayıt Düzenlenmesi (Açıklama Alanı Eklendi)
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6. Risk / Tehlike Envanter Tanımının Silinmesi

• Ana menüde İş Güvenliği Tanımları menüsünde yer alan Risk / Tehlike
Envanter Tanımları üzerine tıklanır.

• Açılan ekranda listelenmiş tanımların üzerinde yer alan kutucuğa, ulaşılması
istenen tanımın bir kısmı yazılır ve büyütece tıklanır. Arama sonucu gelen
kaydın üzerine tıklanır.

• Açılan sayfada sağ altta yer alan Sil düğmesine tıklanır.

• Gelen onay diyaloğunda Evet düğmesine tıklanır ve kayıt silinir.

Sistemde kullanılan parametre tanımları silinemez. Eğer
kullanılmakta olan bir tanımın silinmesi isteniyorsa önce
tanımın yer aldığı kayıtların silinmesi gerekmektedir.

Figure 10. Örnek Bir Kayıt Silinmesi
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